
DOD IA TRAINING AND AWARENESS
PRODUCTS ORDER FORM

Please complete the form, save it to your hard drive and email it as an attachment to
disa.meade.FSO.mbx.dodiaeta@mail.mil  or print out the form and fax to 717-267-9374 

Fax: (Note New Fax Number) 717-267-9374
E-mail:  disa.meade.FSO.mbx.dod iaeta@mail.mil

*

Organization*
Choose only one drop down for the whole organization section. Contractors - See special instructions . Military - If you are serving with 
a Combatant Command or other joint organization, register as that organization.

Combatant Command      DoD  Services  OSD/Joint Staff

Federal Government  Other  Other Specify (Required for Other)

Customer Information

Last Name* First Name*  Middle Initial

Choose either Rank or Title

Rank*   Title*  Position (e.g. ISSO, ISSM, Unit Trainer)

Phone: (include area code)*  DSN Number     Fax: (include area code)       Fax DSN

Email*

 Word of Mouth  Conference  Class  Other
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Field Security Operations
ATTN: FS52 — Product Distribution
PO Box 549
Fort Meade, MD 20755-0549

= Required Fields

How did you hear about our products?

 World Wide Web 

Other Specify  (Required for Other)

mailto:disa.meade.FSO.mbx.dodiaeta@mail.mil
http://iase.disa.mil/eta/contractors-instr.html
mailto:disa.meade.FSO.mbx.dodiaeta@mail.mil


Shipping Information*

Products cannot be shipped twice. Please verify mailing address.

City*  State*    Zip+4*

 Type of Postal Service*

Required only for Non APO/FPO and Outside USA Mailing Addresses

Country
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*

Mailing Address* (Please include Department/Mail Code in address.)

Mailing address within USA?*

 Yes             No

**Please skip this section if you are using APO, FPO, or US mailing address **
Click here for more information .

 FedEx Number

http://iase.disa.mil/eta/fdxreq.html


Order Form*
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Note: These products were developed under a DISA government contract for the Department of Defense and other Federal 
agencies, and may contain proprietary intellectual property. It is provided to users for educational and training purposes 
ONLY and shall not be repackaged, resold or distributed for commercial profit. 

Instructions: To order products, please enter the quantity of each item in the boxes below. Products will be shipped within 
2-3 weeks. 

Web Based Training (WBT)

IA Awareness Training
CyberAwareness Challenge 
(for Federal, DoD and IC Personnel)
- Dated 10/13 - Version 2.0

Smartphones and Tablets
- Date 03/13 - Version 2.0

Social Networking
- Dated 03/11 - Version 1.0

Using Public Key Infrastructure (PKI)
- Dated 12/09 - Version 1.0

Portable Electronic Devices / Removable
Storage Media
- Dated 03/11 - Version 2.0

Phishing Awareness
- Dated 03/12 - Version 2.0

Personally Identifiable Information (PII)
- Dated 03/13 - Version 2.0

IA Training for Senior Leaders
Mission Assurance for Senior Leaders
- Dated 03/14 - Version 1.0

Designated Accrediting Authority (DAA)
- Dated 01/13 - Version 10.0

IA Briefing for Senior Operational Leaders
- Dated 03/10 - Version 1.0

IA Training for IA Professionals
DoD Information Assurance Certification and
Accreditation Process (DIACAP)
- Dated 01/09 - Version 1.0

Enhancing Information Assurance through
Physical Security
- Dated 10/07 - Version 1.0

Information Assurance for DoD Auditors and IGs
- Date 03/10 - Version 2.0

Information Assurance for Professionals Shorts
- Dated 12/09 - Version 5.0

Information Assurance Policy & Technology
(IAP&T)
- Dated 03/10 - Version 5.0

Privileged User IA Responsibilities
- Dated 03/13 - Version 1.0

SRGs and STIGs
- Dated 01/13 - Version 1.0

IA Technical Training
HBSS Policy Auditor
- Dated 03/13 - Version 1.0

Introduction to IDS Analysis
- Dated 03/11 - Version 1.0

DoD Intrusion Detection System (IDS) Analysis 
- Part 2
- Dated 01/12 – Version 1.0

IDS Analysis Part 3
- Dated 01/13 – Version 1.0

IDS Analysis Part 4
- Dated 03/13 – Version 1.0

System Administrator Incident Preparation &
Response for UNIX (SAIPR UNIX)
- Dated 02/05 - Version 2.01

Windows Server 2003 Incident Preparation &
Response (IP&R): Part 1
- Dated 02/06 – Version 1.0

Windows Server 2003 Incident Preparation &
Response (IP&R): Part II
- Dated 10/07 – Version 1.1

UNIX Security for System Administrators
- Dated 12/04 - Version 2.0

Cyberlaw
Cyber Law I
- Dated 10/04 - Version 1.0

Cyber Law 2
- Dated 11/06 - Version 1.0.1

IA Simulations
CyberProtect
- Dated 03/10 - Version 2.0



Comments:

Clear Form
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